
 

Call for Posters 
IWSEC 2024 calls for posters that focus on any relevant topic in theory and practice of cryptography, information security, 
and network security. Posters should present on-going study, idea, or project that is not mature yet, and interesting as 
work in progress. Student projects (Bachelor, Master, or PhD) and related studies are also welcome. 

• Prizes will be awarded to the authors of the Best Poster(s).  
• The list of accepted posters will be available at the IWSEC 2024 web site.  
• IWSEC 2024 will provide a space for each poster at the IWSEC 2024 poster session room with poster boards.  

Topics but not limited to 
A: Cryptography Track 
 
 
 
 
B: Cybersecurity and Privacy Track 
 

 
 

 

Instruction for Authors  
• Ethics: Authors are accountable for the contents of their poster. If the content is ethically questionable, permission 

to present may not be granted. Authors are encouraged to review the Menlo Report for general ethical guidelines 
for computer and information security research. 

• Submission: Poster abstract less than 500 words or poster including name of all authors. 

• Poster: Poster must fit within an A0-size space and in case of submission in PDF format.  

• Registration: Every accepted poster requires registration and in-person presentation.  

• Print: Authors should print out and bring their own accepted poster with them to the venue. 

Important Dates 
• Submission deadline: August 16, 2024 

• Notification of acceptance: A couple of days from the submission deadline 

Please submit online @ https://easychair.org/my/conference?conf=iwsec20240  

Poster Chair 
• Naoto Yanai (Panasonic, Japan) 
• Send any questions regarding poster presentation to iwsec2024-poster@iwsec.org  

Co-organized by 
 

IWSEC 2024 The 19th International Workshop on Security 
September 17 (Tue) – September 19 (Thu), 2024 
Kyoto International Conference Center, Japan 
https://www.iwsec.org/iwsec2024/  
 Co-located with iPWS Cup 2024 
https://www.iwsec.org/pws/ipws2024/  

- Applied cryptography 
- Biometrics security and privacy 
- Blockchain and cryptocurrency 
- Cryptanalysis 
- Cryptographic primitives 

- Cryptographic protocols 
- Financial cryptography 
- Formal methods for security analysis 
- Multiparty computation 
- Post-quantum cryptography 

- Privacy-preserving data mining 
- Public-key cryptography 
- Real-world cryptographic systems 
- Symmetric-key cryptography 
 

- Cyberattacks and defenses 
- Cyber physical systems 
- Forensics 
- Hardware security 
- Human-computer interaction, 

            security, and privacy 

- Identity management 
- Internet-of-Things security 
- Intrusion detection and prevention 
- IT risk management 
- Law and ethics of cybersecurity 
- Machine learning and AI security 
- Malware analysis 
- Measurements for cybersecurity 

- Mobile and web security 
- Network, system and cloud security 
- Offensive security 
- Privacy-enhancing technologies 
- Program analysis 
- Software security 
- Supply chain security 
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