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Abstract
Due to the fact that classical computers cannot effi-

ciently obtain random numbers, it is common practice
to design cryptosystems in terms of real random num-
bers and then replace them with (cryptographically
secure) pseudorandom ones for concrete implementa-
tions.

However, as pointed out by [1], this technique may
lead to compromise of security in secure multiparty
computation (MPC) protocols. Although this work
suggests using information-theoretically secure proto-
cols and pseudorandom generators (PRGs) with high
min-entropy to alleviate the problem, yet it is prefer-
able to base the security on computational assumptions
rather than the stronger information-theoretical ones.

By observing that the contrived constructions in the
aforementioned work use MPC protocols and PRGs
that are closely related to each other, we notice that
it may help to alleviate the problem by using proto-
cols and PRGs that are ”unrelated” to each other. In
this paper, we propose a notion called ”computational
irrelevancy” to formalise the term ”unrelated” and un-
der this condition provide a security guarantee under
computational assumptions.

Main Theorems
Definition 1. Let π be an n-party protocol. We say
π is secure against party Pi relative to O = {Oi}i∈I ⊂
PT M if ∃S ∈ PPT s.t. ∀D ∈ NUPPT ,∣∣∣Pr [DO

(
S(1λ, xi, fi(~x)), ~f(~x)

)
= 1

]
− Pr

[
DO (

xi, ri, ~mi(1
λ, ~x;~r), π(1λ, ~x;~r)

)
= 1

]∣∣∣
is negligible where DO means D is given oracle access
to all Oi.
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Definition 2. Let π be an n-party protocol that is
secure against Pi with simulator S. We say S is with
raw randomness if ∃T ∈ PPT , s.t. ∀λ ∈ N,

S(1λ, xi, fi(~x); ri, τi) =
〈
ri, T (1λ, xi, fi(~x), ri; τi)

〉
where the notation 〈ri, y〉 means that components of
the tuple (ri, y) are rearranged such that ri corresponds
to the simulated random tape part.

Theorem 3. Let π be an n-party protocol. Let R be a
PRG and IR be its inverter. For i ∈ {1, 2, . . . , n}, if

• π is secure against party Pi relative to IR with
raw randomness.

• ε1(λ) :=
|range(R,λ)|

2lout(λ) is noticeable.

• R is non-uniformly indistinguishable in its range
relative to IR, i.e. any NUPPT algorithm can-
not distinguish between the output of R and the
uniform distribution over the range of R’s output
even given oracle access to IR.

then π ◦i R is secure against party Pi relative to IR
with raw randomness.

In this abstract, we only presented the result for the
model of 1 adversary using a PRG, while similar results
can be shown for 1 adversary with several PRGs used as
well as for multiple colluding adversaries with multiple
PRGs. For these results, in addition to the assumption
that the protocol itself is computationally irrelevant to
the PRGs used, we also added assumptions that PRGs
are pairwise irrelevant or overall irrelevant respectively.
We refer the reader to the full version of this paper for
more detail.
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