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Abstract

Identity-based cryptography are one of main high
functional applications for a modern society. The ne-
cessity for these proposals are enlarging especially as
growing the pie of IoT (Internet of Things) among
electronics industry. Recently, there are some sugges-
tions of identity based identification schemes or sig-
nature schemes based on even isogeny walk problems,
which are known as one of promising candidates for
post-quantum cryptography (PQC for short).
In this paper, we measure the performances of two

identity-based signature schemes, which are recently
proposed by Peng et al. [8] CsiIBS (2020) and Shaw
and Dutta [9] (ProvSec2021), respectively. Especially,
since in Shaw and Dutta’s work, there are no implemen-
tation results, we try to measure the proper parame-
ter sets of their schemes. We also consider the best
possibilities of each scheme by switching the underly-
ing isogeny problems (CSIDH) to variants (CSURF)
of CSIDH or other isogeny problems such as endomor-
phism computation problem towards high efficiencies.
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resistant cryptosystems from supersingular elliptic

∗ Yokohama National University, Institute of Advanced
Sciences,79-5 Tokiwadai, Hodogaya-ku, Yokohama, Kanagawa
(jo-hyungrok-xz@ynu.ac.jp)

† Yokohama National University, 79-7 Tokiwadai, Hodogaya-ku,
Yokohama, Kanagawa (junji-shikata-rb@ynu.ac.jp)

curve isogenies,”, Journal of Mathematical Cryptol-
ogy, 8(3), pp. 209-247, 2014.
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